**Review 1:** Reviewed Essay Turnitin ID: 2631148490

James Edney’s essay provides a well-developed critical analysis of three key factors influencing cybersecurity in start-up environments: human error, organisational culture, and insider threats. A key strength lies in the nuanced treatment of human error, which avoids oversimplified attribution to individual negligence. Instead, the essay appropriately acknowledges the influence of cognitive load, leadership expectations, and system unfamiliarity—concepts consistent with El-Bably’s (2021) and Kosta’s (2022) research.

The analysis of organisational culture is similarly strong, effectively linking theoretical frameworks such as ISO/IEC 27001 and the NIST Cybersecurity Framework (Edwards, 2025) to the challenges faced by new businesses. The Capital One case study adds valuable real-world context, reinforcing the importance of a security-first mindset.

However, the essay could be strengthened by offering more integration across the three factors. The conclusion would benefit from more apparent synthesis, emphasising how poor organisational culture can cause human error and heighten insider threats. The insider threat section could also be more robust by including further peer-reviewed sources to deepen the analysis and provide a broader academic foundation.

Overall, the work is coherent, well-researched, and well-communicated, with constructive opportunities to enhance the depth of argument and evidence.

**Word Count: 190**

**Review 2**: Reviewed Essay Turnitin ID: 2631247337

Peter Osifo’s essay thoughtfully analyses three significant human factors in cybersecurity: user behaviour, insider threats, and organisational culture. The introduction sets the stage by referencing Schneier (2015), establishing the importance of human vulnerabilities in start-up environments with limited structure and resources.

The discussion of user behaviour is particularly effective. It is well-supported with evidence from Verizon (2021), Triplett (2022), and Maglaras et al. (2016) and successfully draws attention to the role of leadership in shaping cybersecurity practices. This area is often underexplored in similar discussions. This section effectively connects individual errors to organisational oversight.

The insider threat section provides good insight into psychological and environmental factors, referencing Bishop et al. (2009) and Greitzer and Frincke (2010). However, the section could benefit from more specific examples or industry case studies to enhance real-world relevance. Similarly, the discussion of organisational culture is intense, particularly in its critique of innovation-driven risk tolerance, supported by Xenikou (2022) and Ashenden and Lawrence (2016).

While the essay synthesises themes, the conclusion might be strengthened by reinforcing how these factors interrelate. Overall, the essay demonstrates coherent structure, sound critical engagement, and good use of academic sources to support its key arguments.

**Word Count: 194**
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